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PURPOSE 
The purpose of this document is to outline Profile’s policy on responding to concerns regarding the safeguarding, 
welfare and protection of children, young people and vulnerable adults, including those that may be at risk of 
radicalisation. This policy provides guidance to all staff who may come across concerns of this nature within the context 
of their work and in line with ‘Keeping Children Safe in Education guidance. It is designed to provide a basic procedure 
which should be followed.  The aims of this policy are to: 

 Ensure consistent good practice 
 Ensure all staff understand their professional duty regarding learners’ safety and welfare 
 Ensure staff know how to help and protect learners that may be at risk of being harmed 
 Provide clear guidelines for recording and reporting concerns and disclosures  
 Ensure staff are aware of their duty to share information with the internal safeguarding team and appropriate 

authorities 
 Ensure staff understand their responsibility to teach learners about safeguarding, including Prevent 

 

The ‘Working together to safeguard children 2018’ guide defines safeguarding and promoting the welfare of children. It 
is defined for the purposes of this guidance as:  

 Protecting children from maltreatment  
 Preventing impairment of children's health or development  
 Ensuring that children grow up in circumstances consistent with the provision of safe and effective care  
 Taking action to enable all children to have the best outcomes  

 

The ‘Care Act 2014’ defines safeguarding adults as:  

Protecting adults right to live in safety and live free from abuse and neglect  

Working together to safeguard children  

Keeping children safe in education  

The CHANNEL panel protects vulnerable people from being drawn into terrorism.  

Channel Duty Guidance  

https://www.gov.uk/government/publications/working-together-to-safeguard-children--2
https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
https://www.gov.uk/government/publications/channel-and-prevent-multi-agency-panel-pmap-guidance
https://www.gov.uk/government/publications/channel-and-prevent-multi-agency-panel-pmap-guidance
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Statement of Commitment 
Profile is committed to ensuring that, in all aspects of its activities, it contributes to the safeguarding of all children, 
young people and vulnerable adults. Profile will achieve this through effective monitoring of all learners (including their 
interaction with children, young people and vulnerable adults) and all Profile staff, thereby ensuring that all potentially 
at-risk groups are in receipt of appropriate levels of care, services and education. Contributing to the safeguarding of 
children, young people and vulnerable adults is a core part of our business. 

It has been agreed by the senior management team that staff in the Delivery Team, who regularly meet with learners, 
either face to face or virtually, will have an enhanced DBS check carried out every 5 years. At the point of requesting a 
new DBS each team member will be asked to sign up for the renewal service and this will ensure that DBS checks remain 
up to date going forward.  

 
Definition of Abuse  
Abuse is a violation of an individual’s human and civil rights by another person or persons. Abuse may consist of single 
or repeated acts. It may be physical, verbal or psychological, it may be an act of neglect or omission to act, or it may 
occur when a vulnerable person is persuaded to enter into a financial or sexual transaction to which he or she has not 
consented or cannot consent. Abuse can occur in any relationship and may result in significant harm, or exploitation of, 
the person subjected to it. 

Abuse can take the form of: 
 physical abuse – including hitting, pushing, kicking, misuse of restraint or inappropriate sanctions 
 sexual abuse – including sexual assault or acts to which the adult did not, or could not consent 
 psychological abuse – including emotional abuse, threats, deprivation of contact, humiliation, intimidation, 

coercion, verbal abuse, isolation or withdrawal from services 
 financial or material abuse – including exploitation and pressure in connection to wills, property, inheritance or 

financial transactions 
 neglect or acts of omission – including ignoring medical or physical care needs, withholding of medication or 

adequate nutrition and failure to provide access to appropriate health, social care or educational services 
 discriminatory abuse – including racist, sexist and other forms of harassment 
 abuse caused by poor care or by poor practice – this can take the form of isolated incidents or poor or 

unsatisfactory professional practice, through to pervasive ill treatment or gross misconduct 
 peer on peer abuse – this can include, but is not limited to, bullying (including cyber-bullying), gender-based 

violence, sexual violence, sexual harassment, sexting (the act of sending sexually explicit photos or messages via a 
mobile device) or upskirting (the act of placing a mobile device beneath a persons’ clothing to take a photograph 
without consent) 

 
Aims and Objectives 
Whilst dealing with learners directly or, where appropriate, when observing their interaction with others, including 
children, Profile will ensure that appropriate measures and practice to safeguard and promote the welfare of children, 
young people and vulnerable adults are in place. Profile will bring matters requiring attention to the relevant 
authorities. 

Profile staff must have a good understanding of safeguarding concerns, including potential abuse and neglect of 
children, young people and vulnerable adults, which may come to light. Wherever we identify risks we will highlight 
them and seek to ensure that appropriate steps are taken to safeguard the persons concerned.  

We will ensure that all Profile’s employees, and those who undertake work on our behalf, maintain a proper focus on 
safeguarding children, young people and vulnerable adults and that this is reflected both in sound individual practice 
and our internal policies and guidance, following the Education Act 2002 and the Education and Training (Welfare of 
Children) Act 2021.  All permanent and contracted staff must: 

 give highest priority to children’s and vulnerable adult’s welfare 
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 recognise, identify and respond to signs of abuse, neglect and other safeguarding concerns relating to children, 
young people and vulnerable adults 

 respond appropriately to disclosure of abuse 
 respond appropriately to allegations against candidates, Profile staff, other adults, and against themselves 
 act appropriately whilst undertaking the work of Profile 
 understand safe practice in carrying out their duties 
 be alert to the risks which abusers, or potential abusers, may pose  
 undertake safeguarding training on employment, and regular update training thereafter 
 contribute as necessary to all stages of Profile’s safeguarding processes. 

 
Profile’s Responsibilities 
If at any time a member of staff witnesses anything which gives rise to a concern that abuse of some kind has taken 
place, the matter must be reported to a member of our safeguarding team within 48 hours –  

Safeguarding Team 

Casey Gibbons – Designated Safeguarding Lead 
Emma Rousell – Deputy Designated Safeguarding Lead  

Ian Pearce – Safeguarding Team 
Sarah Holton – Safeguarding team 

 
Email -  safeguarding@profiledt.co.uk 

Telephone- 01843 609300 

Profile will ensure that it helps to bring to justice the perpetrators of crimes against children, young people and 
vulnerable adults by reporting the matter to the appropriate authority immediately. 

Specific Safeguarding Issues 
All staff must be aware of the signals that children are at risk from or are involved with serious violent crime.  Advice 
can be found in the Home Office’s Preventing youth violence and gang involvement and Criminal Exploitation of 
children and vulnerable adults: Count Lines guidance 
 
Domestic abuse: get help during the coronavirus (COVID-19) outbreak 
Mental health and wellbeing 
Anti-bullying information  
Preventing bullying 
Workplace bullying and harassment 
Female genital mutilation (FGM) 
Forced marriage 
Child sexual exploitation 
Advice to parents and carers on gangs 
Controlling or coercive behaviour in an intimate or family relationship 
Online safety guidance for education settings 
Safeguarding children in whom illness is fabricated or induced 
Hate 
 
Safer Recruitment 
 
Profile’s recruitment process meets the Children Safeguarding Board/Adult Safeguarding Board guidelines for recruiting 
staff and associates by 
 

 Verifying their identity and their academic or vocational qualifications 
 Obtaining professional and character references 
 Checking previous employment history 

mailto:safeguarding@profiledt.co.uk
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/418131/Preventing_youth_violence_and_gang_involvement_v3_March2015.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/741194/HOCountyLinesGuidanceSept2018.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/741194/HOCountyLinesGuidanceSept2018.pdf
https://www.gov.uk/guidance/domestic-abuse-how-to-get-help#coronavirus-covid-19-and-domestic-abuse
https://www.nhs.uk/conditions/stress-anxiety-depression/
https://www.anti-bullyingalliance.org.uk/
https://www.gov.uk/government/publications/preventing-and-tackling-bullying
https://www.gov.uk/workplace-bullying-and-harassment
https://www.gov.uk/government/publications/multi-agency-statutory-guidance-on-female-genital-mutilation
https://www.gov.uk/guidance/forced-marriage
https://www.gov.uk/government/publications/child-sexual-exploitation-definition-and-guide-for-practitioners
https://www.gov.uk/government/publications/advice-to-parents-and-carers-on-gangs
https://www.gov.uk/government/publications/statutory-guidance-framework-controlling-or-coercive-behaviour-in-an-intimate-or-family-relationship
https://www.kelsi.org.uk/child-protection-and-safeguarding/e-safety
https://www.gov.uk/government/publications/safeguarding-children-in-whom-illness-is-fabricated-or-induced
https://educateagainsthate.com/
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 Ensuring that candidates have the physical and mental capacity for the role for which they are being 
considered 

 Interviews are undertaken either face to face or virtually 
 Mandatory vetting and barring checks are undertaken regularly throughout employment 

 
Procedure for Reporting Safeguarding Concerns 
 
When a disclosure is made, it is important to remember the following:  
 

 Remain calm and reassure the person that they have done the right thing by speaking up  
 Listen carefully and give the person time to speak  
 Explain that only the professionals who need to know will be informed, never promise confidentiality if the 

learner is at risk of harm or danger  
 Act immediately, and do not try to address the issue yourself. 
 It is not for you to decide whether a suspicion or claim is true; all instances must be taken seriously. 

 
Contact Profile’s Designated Safeguarding Lead (DSL) (or the Deputy Designated Safeguarding Lead (DDSL) if the DSL is 
unavailable) within 2 hours of a disclosure or incident, and BEFORE any external agency, unless there is immediate 
danger. 
 
Responding to Protection Concerns 
Whilst delivering work-based learning, Profile staff may encounter protection concerns. The concern might relate to:  

 what is or may be happening (or happened in the past) to a child, young person or vulnerable adult in an 
organisation where we are delivering training (e.g. in a nursery or school), or 

 what is happening (or happened) outside that organisation (e.g. in the at-risk person’s own family).  
 
The concern may be brought to our attention by the child, young person or vulnerable adult themselves, alleged by 
others or through direct inspection activity and observation. The concerns may therefore be about the behaviour of a: 

 member of staff (e.g. a teacher, social worker or playgroup worker); 
 provider of a service (e.g. a volunteer); 
 peer (e.g. another child, young person or vulnerable adult); or 
 another adult (including another member of Profile staff). 

 
The concern could relate to actions or inaction (for instance an insufficient response by someone to information 
regarding the risk of significant harm to a child, young person or vulnerable adult). 

The concern may be about a current situation or past events and may be about allegations or disclosures of physical 
abuse, sexual abuse, emotional abuse or neglect, or a combination of one or more of these categories. 

Profile staff may receive this information by one or more means, such as a telephone call, a letter, an email, through 
observation, discussion, and the examination of documents.  

Immediate Action to Take if a Profile Staff Member Observes Abuse Whilst it is Taking Place 
This could take a number of forms, for instance seeing an adult hit a child, observing a member of staff using 
inappropriate restraint on a young person or witnessing the neglect of basic care needs of a disabled person. 

First of all, Profile staff must do all they can to stop the abuse immediately without putting the child, young person or 
vulnerable adult or yourself, at undue risk by: 
 

 informing the perpetrator of your concerns 
 advising him/her to stop the action immediately 
 asking them to move themselves to an area where there is no contact with children, young people and 

vulnerable adults and 
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 advising him/her that you will immediately be informing the senior manager on site or elsewhere within the 
organisation. 

If the perpetrator fails to desist, you must take appropriate action to stop the abuse and call for assistance. If the 
perpetrator does desist, and even if they leave the scene as requested, it is essential that you stay with the child, young 
person or vulnerable adult until you can transfer them to the care of another responsible adult. 
 
 
 
After the incident has ended, Profile staff must: 
 

 report the incident immediately to workplace’s senior person on site, and/or elsewhere in the organisation, 
where appropriate 

 take notes of what has been said, what you have heard or seen (if it is not possible to do this at the time, do 
so immediately afterwards). Keep the notes taken at the time, without amendment, omission or addition, 
whatever subsequent reports may be written. The notes should be dated and signed. The notes should cover 
what you saw, who said what, what action you took, and the details of date, time and location and name of 
child and perpetrator and 

 report the incident and provide a copy of the notes made to the Designated Safeguarding Officer. 
 
Immediate Action to Take if You Receive an Allegation of Possible Harm to a Child, Young Person or Vulnerable Adult. 

On any occasion where Profile staff receive such an allegation, they must: - 

 
 stop other activity and focus on what they are being told. Responding to suspicion of abuse takes immediate 

priority 
 never promise confidentiality or agree to “keep it a secret”. Explain clearly to the person raising the concern 

about what you expect will happen next. You can assure them that you will only tell those you have to tell to 
try to get the matter dealt with. You can and should express support and reassurance to the person giving you 
the information, that the matter will be dealt with quickly and appropriately 

 avoid asking leading questions like “Did he do X to you?” or “How did he hurt the young person” but use open 
questions like “Can you tell me what happened?”  Leading questions and anything likely to suggest ideas or 
interpretations could jeopardise subsequent proceedings. 

 
Profile staff should only ask what they need to know to come to a judgement about whether abuse may have taken 
place and to gather factual details. You do not need full details but do need sufficient information for an informed 
referral. Details that are appropriate to record are: - 
 

 details of the concern/allegation 
 name, DOB and address of the child or young person 
 details of the service/setting being inspected including contact details of manager on site etc and 
 if possible, additional relevant information regarding the child e.g. ethnicity and details of other agencies 

involved. 

Profile staff should consider whether immediate action is needed to secure the protection of any children, young 
people or vulnerable adult who may be at risk. Think about who may be at risk, in the light of what you have been told 
or suspect:  

 
 if Profile staff are onsite with any children, young people or vulnerable adults, who may be at immediate risk, 

they must consider what action may be necessary to secure their safety. They will need to stay with those 
who may be at immediate risk until you they can be transferred to the care of another responsible adult. Staff 
will then need to contact the senior staff member onsite so they can take responsibility for further action 

 if Profile staff are not onsite with a child, young person or vulnerable adult, discuss how they may make 
themselves safe. Take into account their wishes about any immediate protection. Check whether anyone else 
may be at risk and consider what action is necessary to secure their immediate safety. 
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As in the section above, Profile staff must take and keep notes (including emails) of what has been said. After all 
information has been recorded, Profile staff must report the matter to the relevant Senior Manger in the workplace to 
which the allegation refers and to the Safeguarding Officer. If the allegation is regarding the Senior Manager of the 
workplace, the matter should be referred to the relevant authority (e.g. KCC, local Council, Social Services). On any 
occasion, if the matter is serious, it should be reported directly to the Police. 

Allegations have to be reported within 48 hours.  
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PREVENT STRATEGY 
 

What is Prevent? 
The Prevent Strategy is a cross-Government policy that forms one of the four strands of CONTEST: the 
United Kingdom’s Strategy for Counter Terrorism. It includes the anti-radicalisation of vulnerable adults 
and children. 
 
Strategies for Preventing Extremism  
The Office for Security & Counter Terrorism works to counter the threat from terrorism and their work 
is detailed in the counter terrorism strategy CONTEST. This strategy is organised around four work 
streams, each comprising a number of key objectives: 
 

 PURSUE: To stop terrorist attacks 
 PREVENT: To stop people becoming terrorists or supporting terrorism 
 PROTECT: To strengthen our protection against a terrorist attack 
 PREPARE: To mitigate the impact of a terrorist attack 

 
The PREVENT programme in the training sector has the following key elements: 
 

 to encourage all learners to reach their full potential in a safe and supportive learning 
environment 

 to educate learners and employers about the potential of radicalisation and raise awareness of 
this issue in all organisations we work with 

 when necessary, raise any concerns with the appropriate authorities 
 

The threat to the UK from international terrorism is substantial. The terrorist threats we now face are 
more diverse than ever before, dispersed across a wider geographical area and often in countries 
without effective governance. We therefore face an unpredictable situation. 
 
Dealing with violent extremism has been necessary in the past. Throughout history there have been 
groups prepared to use violence to achieve their aims. A small minority of these seek to radicalise young 
people with an ideology which justifies the use of violence through a distorted interpretation of a set of 
values (often associated with a religion or belief system).  
 
In line with guidance from the Department for Education (DfE), Profile Development and Training 
Limited has a zero-tolerance of extremist behaviour and ensures that our care, guidance and 
programmes empower young people to reject violent or extremist behaviour.  
 
Whilst it remains very rare for young people to become involved in extremist activity, they can be 
exposed to extremist influences or prejudiced views, including via the internet, from an early age. Early 
intervention is a preferable way of tackling extremism.  
 
Our role, as a training provider, is outlined more specifically in The Department for Children, Schools 
and Families (DCSF) document ‘Learning together to be safe: A toolkit to help schools/educational 
settings contribute to the prevention of violent extremism.’  

http://www.traffordccg.nhs.uk/wp-content/uploads/2014/05/prevent-strategy-review.pdf
http://www.traffordccg.nhs.uk/wp-content/uploads/2014/05/strategy-contest.pdf
http://www.traffordccg.nhs.uk/wp-content/uploads/2014/05/strategy-contest.pdf
https://assets.publishing.service.gov.uk/government/uploads/system/uploads/attachment_data/file/716907/140618_CCS207_CCS0218929798-1_CONTEST_3.0_WEB.pdf
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Definition  
Extremism can be defined as “holding of extreme opinions: the holding of extreme political or religious 
views or the taking of extreme actions on the basis of those views”.  
 
Aims  
At Profile Development and Training Ltd, we follow the principles outlined in the DCSF toolkit which 
seeks to:  

 Raise awareness within schools/educational settings of the threat from violent extremist 
groups and the risks for young people. 

 Provide information about what can cause violent extremism, about preventative actions taking 
place locally and nationally and where we can get additional information and advice. 

 Help schools/educational settings understand the positive contribution they can make to 
empower young people to create communities that are more resilient to extremism and 
protecting the wellbeing of particular pupils or groups who may be vulnerable to being drawn 
into violent extremist activity.  

 Provide advice on managing risks and responding to incidents locally, nationally or 
internationally that might have an impact on the school/educational setting community.  

 
Profile Development and Training Limited will use these principles to guide our work in all areas 
including building on our work in: 
 

 Promoting positive outcomes for all learners 
 Promoting learner wellbeing, equalities and community cohesion 
 Building the resilience of the company, working with partners, to prevent learners becoming 

the victims or causes of harm 
 Working with other agencies and interested parties to build community networks of support for 

the company 
 

Profile will signpost employers and learners to relevant online PREVENT training to raise their 
awareness of potential issues.  
http://www.etflearners.org.uk/ 
 
For those learners who are 16-17, parents are also provided with information and guidance in this 
subject. 
 
In addition to this all members of the Profile Team will complete relevant annual update training in 
safeguarding and PREVENT and will raise any concerns with their Line Manager and the Safeguarding 
Officer. These issues will be dealt with as a matter of priority for all parties as described above. 
 
Each local authority / area has a designated Regional FE and HE Prevent Co-ordinator. This information 
can be found via… 
Regional further education (FE) and higher education (HE) Prevent co-ordinators - GOV.UK 
(www.gov.uk) 

The DfE Regional Prevent Co-ordinator for the South East as at July 2023… 
Helene Morris 

Prevent.SouthEast@service.education.gov.uk 
Tel: 0204-566-6324 / Mobile: 07901 384401  

  

http://www.etflearners.org.uk/
https://www.gov.uk/guidance/regional-further-education-fe-and-higher-education-he-prevent-coordinators#south-east
https://www.gov.uk/guidance/regional-further-education-fe-and-higher-education-he-prevent-coordinators#south-east
mailto:Prevent.SouthEast@service.education.gov.ukTel:
mailto:Prevent.SouthEast@service.education.gov.ukTel:
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ONLINE SAFETY 
 

Profile believe that children and young people should be able to use the internet for education and personal 
development, but safeguards need to be in place to ensure they are kept safe at all times.   
 
The online world provides everyone with many opportunities, however, it can also present risks and challenges.  We 
have a duty to ensure that all children, young people and adults are protected from potential harm online and are kept 
safe, whether or not they are using Profile’s network and devices.  
 
There are three main areas to consider: 
 

 Content – being exposed to illegal, inappropriate or harmful material, for example pornography, fake news, 
racist or radical and extremist views 

 Contact – being subjected to harmful online interaction with other users, for example commercial advertising 
as well as adults posing as children or young adults 

 Conduct – personal online behaviour that increases the likelihood of, or causes, harm, for example making, 
sending, and receiving explicit images or online bullying 

 
All children, regardless of age, disability, gender reassignment, race, religion or belief, sex or sexual orientation, have 
the right to equal protection from all types of harm or abuse.  Profile work in partnership with children, young people, 
their parents, carers and others in their approach to online safety. 
 
All staff are responsible for providing clear and specific directions to our learners on how to behave online when using 
the internet, social media and mobile phones in a way that keeps them safe and shows respect for others. Our 
safeguarding policy provides a clear and robust procedure to enable us to respond appropriately to any incidents of 
inappropriate online behaviour, whether by an adult or child/young person.   
 
Any child under the age of 18 must have a parent/guardian/carer present BEFORE any audio or visual footage of them is 
recorded by teaching staff unless consent has been provided beforehand.  Written consent will be sought at the start of 
the programme. Only approved video conferencing software will be used (Microsoft Teams or Zoom). 
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Appendix during Covid-19  
 

COVID-19 (commonly known as Coronavirus) has presented a challenge to the normal running of our education 

provision. On 23rd March 2020, the UK Government introduced a national lockdown to help delay the spread of the 

Coronavirus. 

 

This appendix has been prepared to explain key changes and interim measures being taken within our setting to 

continue to meet our safeguarding requirements during these extraordinary times. 

 

This is an appendix to the main body of our Safeguarding Policy and will be effective from 23rd March 2020 until the 

setting returns to business as usual, following the COVID-19 pandemic. 

 

It is vital that while our business remains open a suitably trained DSL is available for consultation and advice. Due to 

staff self-isolating, social-distancing or being physically unavailable for other reasons, it is recognised this may not 

always be possible.  However, a trained DSL or deputy will be available to be contacted via phone or video conferencing 

if they are working off site. 

 

Where a trained DSL or deputy is not available Profile will have a senior manager who will take responsibility for co-

ordinating safeguarding. This person will update and manage access to child protection files, liaise with the offsite DSL 

(or deputy) and as required liaise with appropriate authorities, and/or carry out statutory assessments. 

 

In the instance of a referral to the Local Authority Designated Officer (LADO) being necessary this will be actioned by 

the Manager/DSL/DDSL within 1 working day of the allegation coming to light.  

 

Contact methods for the LADO will remain the same with all LADO referrals being made via the online referral form. 

Consultation by phone may be necessary in which case this will be done via  

• Online Referral Form 

• Email – kentchildrenslado@kent.gov.uk 

https://www.bing.com/ck/a?!&&p=8e7ca24796378a44JmltdHM9MTY3MzEzNjAwMCZpZ3VpZD0zMGE3NzhiMC0wZTRhLTY4ZWItMzkxMy02YTk3MGYyOTY5ZWUmaW5zaWQ9NTIyMw&ptn=3&hsh=3&fclid=30a778b0-0e4a-68eb-3913-6a970f2969ee&psq=lado+referral+form+kent&u=a1aHR0cHM6Ly93d3cua2Vsc2kub3JnLnVrL19fZGF0YS9hc3NldHMvd29yZF9kb2MvMDAxMS83MjkzOC9Qcm9mZXNzaW9uYWxzLUtlbnQtTEFETy1SZWZlcnJhbC1mb3JtLmRvY3g&ntb=1
mailto:kentchildrenslado@kent.gov.uk

